# Information gathering

URL :http://www.view.edu.in

IP ADDR: 92.204.40.197

OPEN PORTS :22,443

General information:

|  |  |
| --- | --- |
| Hostnames | www.**lgorithmsolutions.com** 31.115.168.184.host.**secureserver.net** |
| Domains | [lgorithmsolutions.com](https://www.shodan.io/domain/lgorithmsolutions.com) [secureserver.net](https://www.shodan.io/domain/secureserver.net) |
| Country | [**Singapore**](https://www.shodan.io/search?query=country%3A%22SG%22) |
| City | [**Singapore**](https://www.shodan.io/search?query=city%3A%22Singapore%22) |
| Organization | [**GoDaddy.com, LLC**](https://www.shodan.io/search?query=org%3A%22GoDaddy.com%2C+LLC%22) |
| ISP | [**GoDaddy.com, LLC**](https://www.shodan.io/search?query=isp%3A%22GoDaddy.com%2C+LLC%22) |
| ASN | [**AS26496**](https://www.shodan.io/search?query=asn%3A%22AS26496%22) |

OPEN PORTS: 22(SSH),443(https),

Description:

Port 443 is **used explicitly for HTTPS services and hence is the standard port for HTTPS (encrypted) traffic**. It is also called HTTPS port 443, so all the secured transactions are made using port 443. You might be surprised to know that almost 95% of the secured sites use port 443 for secure transfers.

Business impact Vulnerabilities of port 22:

[CVE-2023-51385](https://www.shodan.io/search?query=vuln%3ACVE-2023-51385):

lead to data breaches, system compromise, and financial losses, prompting businesses to invest in patching and security measures to mitigate risks.

[CVE-2023-51384](https://www.shodan.io/search?query=vuln%3ACVE-2023-51384):

lead to data breaches, financial losses, and reputational damage for affected businesses due to unauthorized access and potential compromise of sensitive information.

[CVE-2023-48795](https://www.shodan.io/search?query=vuln%3ACVE-2023-48795):

result in data breaches, financial losses, and reputational damage for affected businesses due to potential unauthorized access or exploitation of systems and sensitive information.

[CVE-2010-5107](https://www.shodan.io/search?query=vuln%3ACVE-2010-5107):

unauthorized access in software systems, risking data breaches, financial losses, and reputational damage, necessitating urgent patching and mitigation measures.

[CVE-2011-5000](https://www.shodan.io/search?query=vuln%3ACVE-2011-5000):

unauthorized access, data breaches, and system compromise, resulting in financial losses, reputation damage, and regulatory penalties for affected businesses.